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Data Privacy Statement Solarius GmbH 

Version 2.5 

I. Accountable Organisation 

The organisation responsible within the mean-

ing of the General Data Protection Regulation 

and other national data protection laws of the 

member states as well as other data protection 

provisions is: 

 

Solarius GmbH 

Albrechtstr. 43 

80636 München 

Deutschland 

Tel.: +49 89 18006254 

E-Mail: info@solarius-europe.com 

Website: www.solarius-europe.com 

II. Data Security Official 

In accordance with §38 (1) BDSG there is no 

data protection officer assigned. 

III. General Information 

The website and the online offer of the Solarius 

Corporate Group are provided by Solarius 

GmbH, Munich, Germany. By using our web-

site, you agree to the collection, processing and 

use of data in accordance with the following de-

scription. Our website can be visited without 

registration. 

1. Scope of processing of personal data 

This privacy policy clarifies the nature, scope 

and purpose of the processing of personal infor-

mation within our online offering and the web-

sites, features and content associated with it, as 

well as external online presence, e.g. our social 

media profiles. With regard to the terminology 

used, e.g. "Processing" or "Responsible", we re-

fer to the definitions in Article 4 of the General 

Data Protection Regulation (GDPR). 

 

We process personal data of our users on a reg-

ular basis only insofar as this is necessary and 

useful for the provision of up-to-date, functional 

and appealing websites as well as our content 

and services. The processing of personal data 

of our users takes place regularly only with the 

consent of the user. Exceptions apply in cases 

where prior consent is not obtainable for actual 

or technical reasons and the processing of the 

data is permitted by law. 

 

Insofar as we disclose data to other persons 

and companies (contract processors or third 

parties) in the course of our processing, or oth-

erwise grant access to the data, this will only be 

done on the basis of a legal permission (e.g. if 

a transmission of data to third parties pursuant 

to art. 6 para. 1 lit. b) GDPR is required to fulfil 

the contract), on the basis of you have con-

sented to a legal obligation or on the basis of 

our legitimate interests. If we commission third 

parties to process data on the basis of a so-

called "contract processing contract", this is 

done on the basis of art. 28 GDPR. 

 

If we have data in a third country, outside of the 

European Union (EU) or the European Eco-

nomic Area (EEA), or in the context of the use 

of third party services or disclosure, or transmis-

sion of data to third parties, this is done only if it 

is to fulfil our (pre) contractual duties, on the ba-

sis of your consent, on the basis of a legal obli-

gation or on the basis of our legitimate interests. 

Subject to legal or contractual permissions, we 

process or have the data processed in a third 

country only in the presence of the special con-

ditions of art. 44 et seq. GDPR. That means the 

processing is e.g. based on specific guaran-

tees, such as the officially recognized level of 

data protection (for example, the US Privacy 

Shield) or on compliance with officially recog-

nized specific contractual obligations. 

2. Legal basis for processing of personal 

data 

Insofar as we obtain the consent of the data 

subject for processing of personal data, art. 6 

para. 1 lit. a) EU General Data Protection Reg-

ulation (GDPR) is the legal basis. 

 

In the processing of personal data necessary for 

the performance of a contract to which the data 

subject is a party, art. 6 para. 1 lit. b) GDPR is 

the legal basis. This also applies to processing 

operations required to carry out pre-contractual 

actions. 
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Insofar as processing of personal data is re-

quired to fulfill a legal obligation that is subject 

to our company, art. 6 para. 1 lit. c) GDPR is the 

legal basis. 

 

In the event that vital interests of the data sub-

ject or another natural person require the pro-

cessing of personal data, art. 6 para. 1 lit. d) 

GDPR is the legal basis. 

 

If processing is necessary to safeguard the le-

gitimate interests of our company or a third 

party, and if the interest, fundamental rights and 

freedoms of the data subject do not prevail over 

the first interest, art. 6 para. 1 lit. f) GDPR is the 

legal basis for processing. 

3. Security Measures 

We take appropriate technical measures in ac-

cordance with art. 32 GDPR, taking into account 

the state of the art, the implementation costs 

and the nature, scope, circumstances and pur-

poses of the processing as well as the different 

likelihood and severity of the risk to the rights 

and freedoms of natural persons and organiza-

tional measures to ensure a level of protection 

appropriate to the risk. 

 

Measures include, in particular, ensuring the 

confidentiality, integrity and availability of data 

by controlling physical access to the data, as 

well as their access, input, disclosure, availabil-

ity and separation. We have also set up proce-

dures to ensure the enjoyment of data subject 

rights, data deletion and data vulnerability. Fur-

thermore, we consider the protection of per-

sonal data already in the development, or selec-

tion of hardware, software and procedures, ac-

cording to the principle of data protection 

through technology design and privacy-friendly 

default settings (art. 25 GDPR). 

For security reasons and to protect the trans-

mission of confidential content that you send to 

us as a site operator, our website uses an SSL 

or. TLS encryption. Thus, data transmitted to 

this website is not readable by third parties. You 

will recognize an encrypted connection at the 

"https: //" address bar of your browser and at the 

lock icon in the browser bar. 

4. Data deletion and storage duration 

The personal data of the data subject shall be 

deleted or blocked as soon as the purpose of 

the storage is omitted or, as explained in the in-

dividual case below, the express request for de-

letion is received. In addition, extend storage 

may be necessary to meet the European or na-

tional legislation in EU regulations, laws or other 

regulations to which the organisation responsi-

ble is subject. Blocking or deletion of the data 

also takes place if a storage period prescribed 

by the standards mentioned expires unless 

there is a need for further storage of the data. 

IV. Contract processing, business-related 

data processing 

The data transmitted for the use of our goods 

and / or service offers are processed by us for 

the purpose of contract execution and are re-

quired to that extent. Conclusion of contracts 

and conducting such contracts is not possible 

without provision of your data. The legal basis 

for processing is art. 6 para. 1 lit. b) GDPR. 

 

We delete the business-related data exclusively 

on explicit request with conclusion of the com-

plete contract settlement and taking into ac-

count tax and commercial retention periods. 

 

In the context of contract processing, we pass 

on your data to the transport company commis-

sioned with the delivery of goods or to financial 

service providers, insofar as the transfer is re-

quired for the delivery of goods or for payment 

purposes. The legal basis for the transfer of 

data is in accordance with art. 6 para. 1 lit. b) 

GDPR. 

V. Application procedure, publication of 

job advertisements 

The Solarius Corporate Group offers the oppor-

tunity to apply via the website. In these digital 

applications, applicant’s and application data for 

processing the application are collected and 

processed electronically. Legal basis for this 

processing is art. 26 para. 1 lit. 1) BDSG in con-

nection with art. 88 para. 1 GDPR. 

 

If an employment contract is concluded after the 

application process, the data submitted during 

the application will be stored in the personal file 
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for the purpose of the normal organizational and 

administrative process. The legal basis for this 

processing is also art. 26 para. 1 lit. 1) BDSG in 

connection with art. 88 para. 1 GDPR. 

 

If an application is rejected, the data submitted 

to us will be deleted no later than two months 

after notification of the refusal. However, the de-

letion does not take place if the data require a 

longer storage period of up to four months or 

until the conclusion of a judicial procedure due 

to legal provisions, for example because of the 

proof obligations under the AGG. The legal ba-

sis in this case is art. 6 para. 1 lit. f) GDPR and 

art. 24 para. 1 lit. 2) BDSG. Our legitimate inter-

est lies in the legal defence or enforcement. 

 

If explicitly agreed to a longer storage of data, 

for example, for your inclusion in an applicant or 

interest database, the data will be further pro-

cessed on the basis of the consent. Legal basis 

is then art. 6 para. 1 lit. a) GDPR. This consent 

must be revoked at any time pursuant to art. 7 

para. 3 GDPR by declaration with effect for the 

future. 

VI. Provision of the website and creation of 

logfiles 

1. Description and scope of data pro-

cessing 

Each time our website is accessed, our system 

automatically collects data and information from 

the computer system of the calling computer. 

The following data are collected here: 

(1) Information about the browser type and 

version used 

(2) The operating system of the user 

(3) The Internet service provider of the 

user 

(4) The IP address of the user 

(5) Date and time of access 

(6) Websites from which the user's system 

accesses our website 

(7) Websites that are accessed by the us-

er's system via our website 

The data are also stored in the log files of our 

system. A storage of this data together with 

other personal data of the user does not take 

place. 

2. Legal basis for processing of personal 

data 

The legal basis for the temporary storage of 

data and log files is art. 6 para. 1 lit. f) GDPR. 

3. Purpose of the data processing 

The temporary storage of the IP address by the 

system is necessary to allow delivery of the 

website to the computer of the user. To do this, 

the user's IP address must be kept for the dura-

tion of the session. 

 

The storage in log files takes place, in order to 

ensure the functionality of the internet appear-

ance. In addition, the data is used to optimize 

the websites and to ensure the security of our 

information technology systems. An evaluation 

of the data for marketing purposes does not 

take place in this context. In particular, this in-

formation is also needed to provide security 

against attacks on our information technology 

systems and to provide law enforcement with 

the information needed to prosecute such 

cyberattacks. 

 

For these purposes, our justifiable interest in the 

processing of data pursuant to art. 6 para. 1 lit. 

f) GDPR. 

4. Duration of storage 

The data will be deleted as soon as it is no 

longer necessary for the purpose of its collec-

tion. In the case of collecting the data for provid-

ing the web pages, this is the case when the re-

spective session is completed. 

 

In the case of storing the data in log files, this is 

the case after no more than seven days. An ad-

ditional storage is possible. In this case, the IP 

addresses of the users are deleted or alienated, 

so that an assignment of the calling clients is no 

longer possible. 
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5. Opposition and removal possibility 

The collection of data for the provision of the 

website and the storage of the data in log files 

is imperative for the operation of the website or 

the website. There is consequently no contra-

diction on the part of the user. 

VII. Cookies 

1. Description and scope of data pro-

cessing 

Our website uses cookies. Cookies are text files 

that are stored in the Internet browser or by the 

Internet browser on the user's computer sys-

tem. When a user visits a website, a cookie may 

be stored on the user's operating system. This 

cookie contains a characteristic string that al-

lows the browser to be uniquely identified when 

the website is reopened. 

We use cookies to make our websites more 

user-friendly. Some elements of our website re-

quire that the calling browser be identified after 

a page change. We also use cookies on our 

website, which allow an analysis of users' 

browsing habits. The following data is stored 

and transmitted in the cookies: 

(1) Geographic origin of the web page call 

(2) IP address 

(3) Language used 

(4) Operating system used 

(5) Used device (PC, tablet PC or 

smartphone) and used resolution of the 

device 

(6) Browser used and add-ons used 

(7) Visitor source (Facebook, search en-

gine or referring website) 

(8) Content retrieved on the website (ac-

cording to type, frequency, length of 

stay, etc.) 

(9) Time spent by the visitor and destina-

tion of the visitor when leaving the web-

sites 

Some cookies are so-called "session cookies." 

Such cookies are automatically deleted after the 

end of your browser session. On the other hand, 

other cookies remain on your device until you 

delete them yourself. Such cookies help us to 

recognize you when you return to our website. 

2. Legal basis for processing of personal 

data 

The legal basis for the processing of personal 

data using cookies is art. 6 para. 1 lit. f) GDPR. 

3. Purpose of the data processing 

The purpose of using technically necessary 

cookies is to simplify the use of websites for us-

ers. Some functions of our website cannot be 

offered without the use of cookies. For these, it 

is necessary that the browser is recognized 

even after a page break. The user data col-

lected by technically necessary cookies are not 

used for the creation of user profiles. 

The use of analysis cookies is for the purpose 

of improving the quality of our website and its 

contents. The analytics cookies tell us how the 

website is used and so we can constantly opti-

mize our offerings. In addition, we use the data 

collected to adapt our website and our organi-

zation to regional specificities. 

4. Duration of storage, opposition and re-

moval possibility 

Cookies are stored on the computer of the user 

and transmitted by this to our site. Therefore, as 

a user, you have full control over the use of 

cookies. By changing the settings in your inter-

net browser, you can disable or restrict the 

transmission of cookies. Already saved cookies 

can be deleted at any time. This can also be 

done automatically. If cookies are disabled for 

our website, it may not be possible to fully use 

all functions of the website. 

The transmission of Flash cookies cannot be 

prevented by the settings of the browser, but by 

changing the settings of the Flash Player. 

A general objection to the use of cookies used 

for online marketing purposes can be found in a 

variety of services, especially in the case of 

tracking, via the US website  

http://www.aboutads.info/choices/ 

http://www.aboutads.info/choices/
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or the EU Page 

 http://www.youronlinechoices.com/ 

VIII. Newsletter 

1. Description and scope of data pro-

cessing 

On our website you have the possibility to sub-

scribe to a free newsletter. The data from the 

input mask are transmitted to us when register-

ing for the newsletter. These are: 

(1) E-mail address 

(2) Surname and first name 

(3) Company and / or company name 

(4) Phone 

In addition, the following data are collected at 

the time of registration: 

(1) IP address of the calling computer 

(2) Date and time of registration 

Your consent to the processing of the data is 

obtained as part of the registration process and 

reference is made to this privacy policy. By sub-

scribing to our newsletter, you agree to the 

terms of reference and the procedures de-

scribed. 

 

The registration for our newsletter takes place 

in a so-called double opt-in procedure. After 

registration, you will receive an e-mail asking 

you to confirm your registration. This confirma-

tion is necessary, so that nobody can register 

with external e-mail addresses. The subscrip-

tions to the newsletter are logged in order to 

prove the registration process in accordance 

with the legal requirements. This includes the 

storage of the login and the confirmation time, 

as well as the IP address. Likewise, changes to 

your data stored with the service provider will be 

logged. 

 

The newsletter is sent by the service provider 

pluusdesign GmbH, Xantener Straße 15, 50733 

Cologne. The privacy policy of the service pro-

vider can be viewed here: 

 

https://www.pluus-design.de/datenschutz.html 

 

The service provider may use the data of the re-

cipients in pseudonymous form, i.e. without as-

signment to a user, to optimize or improve their 

own services, e.g. for the technical optimization 

of shipping and the presentation of newsletters 

or for statistical purposes. However, the service 

provider does not use the data of our newsletter 

recipients to address them themselves or to 

pass the data on to third parties. 

 

The newsletter is sent by means of specialized 

software from CleverReach GmbH & Co. KG, 

Mühlenstr. 43, 26180 Rastede, Germany. With 

this service, we can organize and analyze the 

newsletter distribution. The analysis shows how 

many recipients have opened their newsletter 

and how often links in the newsletter have been 

clicked. CleverReach supports conversion 

tracking to analyze whether, after clicking on a 

link, a previously defined action, such as a web-

site visit, has taken place. 

 

For details about data analysis by CleverReach, 

please see: 

https://www.cleverreach.com/de/funktionen/re-

porting-und-tracking/ 

 

Your data entered into the newsletter, such as 

your e-mail address, will be stored on Clever-

Reach's servers. Server locations are Germany 

or Ireland. The data protection conditions of the 

software manufacturer can be viewed here: 

 

https://www.cleverreach.com/de/datenschutz 

2. Legal basis for processing of personal 

data 

The legal basis for the processing of the data 

after the user has registered for the newsletter 

is the consent of the user according to art. 6 

para. 1 lit. a) GDPR. 

 

The legal basis for sending the newsletter as a 

result of the sale of goods or services is para. 7 

sec. 3 UWG. 

 

Using a shipping service provider is based on 

our legitimate interests accordingly to art. 6 

para. 1 lit. f) GDPR and an order processing 

agreement accordingly to art. 28 para. 3 lit. 1 

GDPR. 

http://www.youronlinechoices.com/
https://www.pluus-design.de/datenschutz.html
https://www.cleverreach.com/de/funktionen/reporting-und-tracking/
https://www.cleverreach.com/de/funktionen/reporting-und-tracking/
https://www.cleverreach.com/de/datenschutz
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The software used to send the newsletter will be 

processed on the basis of our legitimate inter-

ests accordingly to art. 6 para. 1 lit. f) GDPR and 

a contract processing agreement accordingly to 

art. 28 (3) s. 1 GDPR. 

3. Purpose of the data processing 

The collection of the e-mail address and the 

name of the user serves to deliver the newslet-

ter. The collection of other personal data as part 

of the log-on process is intended to prevent mis-

use of the services or the email address used. 

4. Duration of storage 

The data is stored as long as it is necessary for 

the purpose of its collection. This is the case as 

long as the subscription to the newsletter is ac-

tive. Data entered to set up the subscription will 

also be deleted from CleverReach's servers in 

the event of unsubscription. If these data have 

been transmitted to us for other purposes and 

elsewhere, they will remain with us. 

5. Opposition and removal possibility 

Subscription to the newsletter may be termi-

nated at any time by the user concerned. For 

this purpose, there is a corresponding link in 

each newsletter. This also allows a revocation 

of the consent of the storage of the personal 

data collected during the registration process 

and causes their deletion. 

 

If you do not wish to be analyzed by Clever-

Reach, you must unsubscribe from the newslet-

ter. For unsubscribing send a formless mes-

sage by e-mail to us or unsubscribe via the cor-

responding link in the newsletter. 

IX. Registration 

1. Description and scope of data pro-

cessing 

On our website, we offer users the opportunity 

to register by providing personal data. The data 

is entered into an input mask and sent to us and 

saved. A transfer of data to third parties does 

not take place. The following data are collected 

during the registration process: 

(1) E-mail address 

(2) Surname and first name 

(3) Company and / or company name 

(4) Phone 

(5) Login information (e.g. username and 

password) 

At the time of registration, the following data is 

also stored: 

(1) The IP address of the user 

(2) Date and time of registration 

As part of the registration process, the consent 

of the user to process this data is obtained. Us-

ers may be informed by e-mail about events rel-

evant to their user account, e.g. technical 

changes. 

 

If users have terminated their user account, 

their data will be deleted with regard to the user 

account, except they are subject to a statutory 

retention obligation. It is the responsibility of the 

users to secure their data upon termination be-

fore the end of the contract. We are entitled to 

irretrievably delete all user data stored during 

the term of the contract. 

 

 

2. Legal basis for processing of personal 

data 

The legal basis for processing the data is the 

existence of the user's consent under art. 6 

para. 1 lit. a) GDPR. 

If the registration serves the fulfilment of a con-

tract of which the user is a party or the imple-

mentation of pre-contractual measures, an ad-

ditional legal basis for the processing of the data 

is art. 6 para. 1 lit. b) GDPR. 

3. Purpose of data processing 

Registration of the user is required for the pro-

vision of certain content and services on our 

website. This applies in particular to specific in-

formation which is provided exclusively to regis-

tered specialist visitors for contractually agreed 
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purposes online and up-to-date provision of 

specific information (for example for service and 

distribution partners). 

4. Duration of storage 

The data will be deleted as soon as it is no 

longer necessary for the purpose of its collec-

tion. This is the case for the data collected dur-

ing the registration process until the registration 

on our website is cancelled or modified. 

5. Opposition and removal possibility 

As a user, you have the option of cancelling the 

registration at any time. The data stored about 

you can be changed at any time. A change or 

dissolution of the registration or the increased 

data can be done via the menu item "Unregis-

ter". 

X. Contact form and e-mail contact 

1. Description and scope of data pro-

cessing 

On our website is a contact form available, 

which can be used for electronic contact. If a 

user realizes this option, the data entered in the 

input mask will be transmitted to us and saved. 

User information can be stored in a customer 

relationship management system ("CRM sys-

tem") or comparable organization data base 

systems. These data are: 

(1) E-mail address 

(2) Surname and first name 

(3) Company and / or company name 

(4) Phone 

At the time of sending the message, the follow-

ing data is also stored: 

(1) The IP address of the user 

(2) Date and time of registration 

For the processing of the data, your consent is 

obtained during the sending process and refer-

ence is made to this privacy policy. Alterna-

tively, contact via the provided e-mail address is 

possible. In this case, the user's personal data 

transmitted by e-mail will be stored. There is no 

disclosure of data to third parties in this context. 

The data is used exclusively for processing the 

conversation. 

2. Legal basis for processing of personal 

data 

The legal basis for processing the data is the 

existence of the user's consent under art. 6 

para. 1 lit. a) GDPR. The legal basis for the pro-

cessing of the data transmitted in the course of 

sending an e-mail is art. 6 para. 1 lit. f) GDPR. 

If the e-mail contact aims at the conclusion of a 

contract, the additional legal basis for the pro-

cessing is art. 6 para. 1 lit. b) GDPR. 

3. Purpose of data processing 

The processing of personal data from the input 

mask is used to process the contact. In the case 

of contact via e-mail, this also includes the re-

quired legitimate interest in the processing of 

the data. The other personal data processed 

during the sending process serve to prevent 

misuse of the contact form and to ensure the 

security of our information technology systems. 

4. Duration of storage 

Data submitted via the contact form will remain 

with us until the user expressly requests us to 

delete it, revoke the consent to the storage, or 

there is no longer the need to store data. 

 

The additional personal data collected during 

the sending process will be deleted at the latest 

after a period of seven days. 

5. Opposition and removal possibility 

The user has the possibility at any time to re-

voke his consent to the processing of the per-

sonal data. If the user contacts us by e-mail, he 

may object to the storage of his personal data 

at any time. In such a case, the conversation 

cannot be continued. 

 

The objection must be formally sent by e-mail to 

the following e-mail address, stating the infor-

mation required for a clear identification of the 

sender: 
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gdpr.revoke@solarius-europe.com 

 

All personal data stored in the course of con-

tacting will be deleted in this case. 

XI. Website Analysis 

On our website the software Google Analytics is 

used based in your consent. Google Analytics 

is a web analytics service. Web analysis is the 

collection and analysis of data about the behav-

iour of visitors to websites. Among other things, 

a web analysis service collects data on which 

website an affected person came to a website, 

which sub-pages of the website were accessed, 

or how often and for which length of stay a sub-

page was viewed. A web analysis is mainly 

used to optimize a website and cost-benefit 

analysis of internet advertising. 

 

Google Analytics is a web analytics service pro-

vided by Google LLC ("Google"), 1600 Amphi-

theater Parkway, Mountain View, CA 94043 

USA. 

 

Google uses cookies. The information gener-

ated by the cookie about the use of the online 

offer by the visitor are usually transmitted to a 

Google server in the USA and stored there. 

 

Google submits to the European Data Protec-

tion Law with the standard contractual clauses 

and thereby offers a guarantee to comply with 

the European Data Protection law. 

With regard to the use of the data, there is a joint 

responsibility for data processing between 

Google and us pursuant to Art. 26 of the GDPR. 

We have agreed with Google that we assume 

primary responsibility for the processing of the 

data in accordance with the GDPR and fulfil all 

obligations arising from the GDPR with regard 

to the processing of the data (including Articles 

12 and 13 GDPR, Articles 15 to 22 GDPR and 

Articles 32 to 34 GDPR). 

 

Google will use this information on our behalf to 

evaluate the use of our online offering by users, 

to compile reports on the activities within this 

online offering and to provide us with other ser-

vices related to the use of this online offering 

and internet usage opposite to bring. In this 

case, pseudonymous usage profiles of the us-

ers can be created from the processed data. 

 

We only use Google Analytics with activated IP 

anonymization. This means that the IP address 

of the users is shortened by Google within mem-

ber states of the European Union or in other 

contracting states of the agreement on the Eu-

ropean Economic Area. Only in exceptional 

cases will the full IP address be sent to a Google 

server in the US and be shortened there. 

1. Description and scope of data pro-

cessing 

Essentially, the following data is submitted to 

Google Analytics to analyze the use of the web-

site and the interests of the visitors in relation to 

Solarius: 

(1) Geographical origin of the page call 

(2) Language used 

(3) Operating system used 

(4) Used device (PC, tablet PC or 

smartphone) 

(5) Browser used and add-ons used 

(6) Used resolution of the device 

(7) Visitor source (Facebook, search en-

gine or referring website) 

(8) Content accessed on the web pages 

(9) Time spent by the visitor and destina-

tion of the visitor when leaving the web-

site 

Additional information regarding the collection 

and processing of the usage of data by Google 

Analytics can be found in the usage and data 

processing guidelines of Google Analytics: 

 

https://policies.google.com/technologies/ads 

2. Legal basis for processing of personal 

data 

The legal basis for the processing of the per-

sonal data of users is art. 6 para. 1 lit. a) GDPR. 

3. Purpose of the data processing 

The use of Google Analytics is for the purpose 

of improving the quality of our websites and their 

mailto:gdpr.revoke@solarius-europe.com
https://policies.google.com/technologies/ads
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content constantly and to enable a contempo-

rary, attractive website. By using Google Ana-

lytics, we learn how the website is used, and so 

we can constantly optimize our offerings and, 

for example, make it easier for visitors to the 

website to access frequently used content. In 

addition, we use the data collected to adapt our 

website and our organization to regional char-

acteristics. 

4. Duration of storage 

The data will be deleted as soon as the purpose 

of their collection has been fulfilled. Currently, 

the pseudonymous data is stored for a period of 

14 months. 

5. Opposition and removal possibility 

Users can prevent the storage of Cookies by an 

appropriate setting of their browser software; 

Users may also prevent the collection by 

Google of the data generated by the cookie and 

related to their use of the online offer as well as 

the processing of this data by Google by down-

loading and installing the browser plug-in avail-

able under the following link: 

 

http://tools.google.com/dlpage/gaoptout?hl=de 

 

For more information about Google's data us-

age, hiring and opt-out options, please read 

Google's Privacy Policy 

 

https://policies.google.com/technologies/ads, 

 

as well as Google Ads Settings: 

 

https://adssettings.google.com/authenticated. 

 

For an overview of Google's privacy policy, click 

here: 

http://www.google.com/intl/de/analytics/priva-

cyoverview.html.  

XII. Social Media 

The Solarius Corporate Group is one of the 

online reviews within social networks and plat-

forms that deal with current and future activities. 

A social network is an internet appliance that 

has an online community which generally allows 

users to communicate and interact in virtual 

space. A social network can be used to share 

information and experiences provided through 

internet access, personal or business infor-

mation. 

 

Within the respective networks and platforms, 

the terms and conditions and the data pro-

cessing guidelines of the respective operators 

apply. 

1. Facebook 

The Solarius Corporate Group website uses 

features of Facebook Inc., 1601 S. California 

Ave, Palo Alto, CA 94304, USA. Among other 

things, Facebook allows users of the social net-

work to create private profiles, upload photos 

and socialize via friend requests. Facebook 

submits to the European Data Protection Law 

with the standard contractual clauses and 

thereby offers a guarantee to comply with the 

European Data Protection Law. The legal basis 

for the integration of Facebook functions is art. 

6 para. 1 lit. f) GDPR. 

 

Further information about the possible plug-ins 

as well as their respective functions is available 

on Facebook at: 

 

https://developers.facebook.com/docs/plugins/ 

 

When you visit our pages with Facebook plug-

ins, a connection is established between your 

browser and the Facebook servers. Data is 

transferred to Facebook. For technical reasons, 

it is necessary that Facebook processes your IP 

address. In addition, the date and time of the 

visit of our website are recorded. If you have a 

Facebook account, this data can be linked to it. 

 

If you do not wish to assign this data to your Fa-

cebook account, please log out of Facebook be-

fore visiting our page. Interactions, in particular 

the use of a comment function or the clicking on 

a "Like" or "Share" button are also passed on to 

Facebook. Further information is available for 

you under the following links:  

 

https://de-de.facebook.com/about/privacy 
https://www.facebook.com/policy.php 

2. Twitter 

http://tools.google.com/dlpage/gaoptout?hl=de
https://policies.google.com/technologies/ads
https://adssettings.google.com/authenticated
http://www.google.com/intl/de/analytics/privacyoverview.html
http://www.google.com/intl/de/analytics/privacyoverview.html
https://developers.facebook.com/docs/plugins/
https://de-de.facebook.com/about/privacy
https://www.facebook.com/policy.php
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The Solarius Corporate Group website uses 

features from Twitter, Inc., 1355 Market St, 

Suite 900, San Francisco, CA 94103, USA. 

Twitter is a multilingual, publicly accessible mi-

croblogging service where users can post and 

distribute so-called tweets, which are limited to 

280 characters. These short messages are 

available for everyone, including non-Twitter 

people. The tweets are also displayed to the so-

called followers of the respective user. Follow-

ers are other Twitter users who follow a user's 

tweets. In addition, Twitter enables the address 

of a broad audience via hashtags, links or "re-

tweets". Twitter submits to the European data 

protection Law with the standard contractual 

clauses and thereby offers a guarantee to com-

ply with the European data protection law. The 

legal basis is art. 6 para. 1 lit. f) GDPR. 

 

When you visit our pages with Twitter plug-ins, 

a connection is established between your 

browser and Twitter's servers. Data such as 

time zone and language settings are already 

being transmitted to Twitter. If you have a Twit-

ter account, this data can be linked to it. 

 

If you do not wish to associate this information 

with your Twitter account, please log out of Twit-

ter before visiting our page. Interactions, espe-

cially clicking on a "re-tweet" button will also be 

shared with Twitter. Information on the Twitter 

buttons is available at: 

 

https://about.twitter.com/de/resources/buttons 

 

For more information about privacy, please visit: 

 

https://twitter.com/privacy. 

 

In addition, you can change your privacy set-

tings on Twitter directly: 

 

https://twitter.com/account/settings 

3. YouTube 

The Solarius Corporate Group website provides 

videos through the Google LLC YouTube plat-

form, 1600 Amphitheatre Parkway, Mountain 

View, CA 94043, USA. YouTube is an Internet 

video portal that allows video publishers to 

freely watch, rate, and comment on video clips 

and other users. YouTube makes it possible to 

publish videos of all kinds, so that complete film 

and TV broadcasts as well as video clips, trail-

ers or self-made videos are available via the In-

ternet portal. Certified under the EU-US Privacy 

Shield Agreement: 

https://www.privacyshield.gov/partici-

pant?id=a2zt000000001L5AAI&status=Active 

Google, and thus its subsidiary YouTube, sub-

mits to the European data protection Law with 

the standard contractual clauses and thereby 

offers a guarantee to comply with the European 

data protection law. The use of YouTube is in 

the interest of a pleasing presentation of our 

online offers. This constitutes a legitimate inter-

est within the meaning of art. 6 para. 1 lit. f) 

GDPR. 

When you visit a page with a built-in YouTube 

plugin, it will connect to the YouTube servers. 

This connection is required to view the video on 

our website via your internet browser. YouTube 

will collect and process your IP address, the 

date and time, and the website you visit. In ad-

dition, Google connects to the DoubleClick ad 

network. YouTube will find out which of our sites 

you've visited. YouTube can link your browsing 

behaviour directly to your personal profile when 

you're signed in to your YouTube account. 

 

If you do not want to link, you'll either need to 

log out of YouTube before visiting our website 

or make the appropriate settings in your 

YouTube user account. 

For the purpose of functioning and analysis of 

user behaviour, YouTube permanently stores 

cookies on your device via your Internet 

browser. If you do not agree with this pro-

cessing, you have the option to prevent the stor-

age of cookies by setting in your internet 

browser. 

Further information about the collection and use 

of data and your related rights and access rights 

is provided by Google in the following retrieva-

ble privacy notices: 

https://policies.google.com/privacy 

https://www.google.de/intl/de/policies/privacy/ 

 

https://about.twitter.com/de/resources/buttons
https://twitter.com/privacy
https://twitter.com/account/settings
https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI&status=Active
https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI&status=Active
https://policies.google.com/privacy
https://www.google.de/intl/de/policies/privacy/
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Opt-Out: 

https://adssettings.google.com/authenticated 

XIII. Google Maps 

The website of the Solarius Group uses Google 

Maps to display locations as well as to create 

driving directions. It is a service of Google LLC, 

1600 Amphitheatre Parkway, Mountain View, 

CA 94043 USA, hereafter referred to as 

"Google" only.  

Google submits to the European Data Protec-

tion Law with the standard contractual clauses 

and thereby offers a guarantee to comply with 

the European Data Protection Law. 

With regard to the use of the data, there is a joint 

responsibility for data processing between 

Google and us pursuant to Art. 26 of the GDPR. 

We have agreed with Google that we assume 

primary responsibility for the processing of the 

data in accordance with the GDPR and fulfil all 

obligations arising from the GDPR with regard 

to the processing of the data (including Articles 

12 and 13 GDPR, Articles 15 to 22 GDPR and 

Articles 32 to 34 GDPR).Insofar as the compo-

nent integrated in the internet presence will call 

Google Maps, Google will store a cookie on the 

device via the internet browser. In order to dis-

play an appropriate location and to create a de-

scription of the route, usage settings and data 

are processed. It cannot be ruled out that 

Google uses servers in the United States. By 

the connection to Google servers Google is en-

abled to determine from which website your re-

quest has been sent and to which IP address 

the directions are to be transmitted. 

The legal basis is art. 6 para. 1 lit. a) GDPR. The 

cookie will only be set if you have given your 

consent for this.. 

If you do not agree with the processing of the 

data collected by the cookie, you have the op-

tion to prevent the installation of cookies by the 

corresponding settings in your Internet browser. 

In addition, the use of Google Maps and the in-

formation obtained through Google Maps is 

governed by the Google Terms of Use. 

https://policies.google.com/privacy 

 

and the terms and conditions for Google Maps: 

https://www.google.com/intl/en_en/help/terms_

maps.html 

Additional privacy information is available at the 

following links: 

https://adssettings.google.com/authenticated 

https://policies.google.com/privacy 

XIV. Rights of the person concerned 

In case your personal data is processed, by the 

definitions of the GDPR you have the following 

rights towards the person responsible: 

1. Right to information 

You may ask the person responsible for a con-

firmation as to whether personal data concern-

ing you will be processed by us. If such pro-

cessing is available, you can request infor-

mation from the person responsible about the 

following information: 

(1) the purposes for which the personal 

data is processed; 

(2) the categories of personal data being 

processed; 

(3) the recipients or categories of recipi-

ents to whom the personal data relating 

to you have been disclosed or are still 

being disclosed; 

(4) the planned duration of the storage of 

your personal data or, if specific infor-

mation is not available, criteria for de-

termining the length of storage; 

(5) the existence of a right to rectification or 

erasure of personal data concerning 

you, a right to restriction of processing 

by the responsible person or a right of 

opposition to such processing; 

(6) the existence of a right of appeal to a 

supervisory authority; 

(7) all available information on the source 

of the data if the personal data are not 

collected from the data subject; 

(8) the existence of an automated deci-

sion-making process including profiling 

under art. 22 para.1 and 4 GDPR and, 

https://adssettings.google.com/authenticated
https://policies.google.com/privacy
https://www.google.com/intl/en_en/help/terms_maps.html
https://www.google.com/intl/en_en/help/terms_maps.html
https://adssettings.google.com/authenticated
https://policies.google.com/privacy


 

 
Seite 12/14  Stand 14.06.2023 

at least in these cases, meaningful in-

formation about the logic involved and 

the implications and intended effects 

thereof Processing for the affected per-

son. 

You have the right to request information about 

whether personal data relating to you is being 

transferred to a third country or to an interna-

tional organization. In this connection, you can 

request the appropriate warranties accordingly 

to art. 46 GDPR in connection with the transfer. 

2. Right to correction 

You have a right to rectification and / or comple-

tion in relation to the responsible person, insofar 

that the processed data are incorrect or incom-

plete. The responsible person must make the 

correction without delay. 

3. Right to restriction of processing 

You may request the restriction of the pro-

cessing of your personal data under the follow-

ing conditions: 

(1) if you contest the accuracy of your per-

sonal information for a period of time 

that enables the person responsible to 

verify the accuracy of your personal in-

formation; 

(2) the processing is unlawful and you re-

ject the deletion of the personal data 

and instead demand the restriction of 

the use of the personal data; 

(3) the responsible person no longer needs 

the personal data for the purposes of 

processing, but you need them to as-

sert, exercise or defend legal claims; 

(4) if you have objected to the processing 

in accordance with art. 21 para. 1 

GDPR and it is not yet certain whether 

the legitimate reasons of the person re-

sponsible outweigh your reasons. 

If the processing of personal data concerning 

you has been restricted, this data may only be 

used with your consent or for the purpose of as-

serting, exercising or defending legal claims or 

protecting the rights of another natural or legal 

person or for reasons of importance the public 

interest of the Union or of a Member State. 

If the restriction of processing after the afore-

mentioned prerequisites became effective, the 

person responsible informs you before the re-

striction is lifted. 

4. Right to deletion 

a) Deletion of duty 

You may request the person responsible to de-

lete the personal data relating to you without de-

lay, and the person responsible shall immedi-

ately erase that data provided that one of the 

following is true: 

(1) Personal data concerning you are no 

longer necessary for the purposes for 

which they were collected or otherwise 

processed. 

(2) You revoke your consent, to which the 

processing accordingly to art. 6 para. 1 

lit. a) or art. 9 para. 2 lit. a) GDPR was 

supported and there is no other legal 

basis for the processing. 

(3) You lay opposition the processing ac-

cordingly to. art. 21 para. 1 GDPR and 

there are no prior justifiable reasons for 

the processing, or you lay opposition to 

processing accordingly to art. 21 para. 

2 GDPR. 

(4) Your personal data have been pro-

cessed unlawfully. 

(5) The deletion of the personal data relat-

ing to you shall be required to fulfil a le-

gal obligation under Union law or the 

law of the Member State to which the 

responsible person is subject. 

(6) The personal data concerning you were 

collected in relation to information soci-

ety services offered in accordance with 

art. 8 para. 1 GDPR. 

b) Information to third parties 

If the person responsible has made the per-

sonal data concerning you public and accord-

ingly to art. 17 para. 1 GDPR commits to dele-

tion, taking appropriate measures, including 

technical means, the person responsible takes 
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all appropriate measures to inform data control-

lers who process the personal data, taking into 

account available technology and implementa-

tion costs, that you, the affected person, have 

requested to delete all links to such personal in-

formation or copies or replicas of such personal 

information.  

c) Exemptions 

The right to erasure does not exist if the pro-

cessing  

(1) is necessary to exercise the right to 

freedom of expression and information 

or 

(2) to fulfil a legal obligation which requires 

processing under Union or Member 

State law to which the responsible per-

son is subject or for the performance of 

a public-interest mission or exercise of 

public authority, which has been as-

signed to the person responsible 

(3) for reasons of public interest in the field 

of public health pursuant to art. 9 para. 

2 lit. h) and i) and art. 9 para. 3 GDPR; 

(4) for archival purposes of public interest; 

(5) for scientific or historical research pur-

poses or for statistical purposes in ac-

cordance with art. 89 para. 1 GDPR, 

(6) to the extent that the law referred to in 

subparagraph (a) is likely to render im-

possible or seriously affect the achieve-

ment of the objectives of that pro-

cessing, or (b) to assert, exercise or de-

fend legal claims. 

5. Right to notification 

If you have the right of rectification, erasure or 

restriction of the processing to the person re-

sponsible, the person responsible is obliged to 

make any correction or deletion of the data or 

restriction of processing available to all recipi-

ents who have been disclosed the personal 

data concerning you unless it proves impossible 

or involves disproportionate effort. 

You have a right to the person responsible to be 

informed about these recipients. 

6. Right to data portability 

You have the right to receive personally identifi-

able information you have provided to the re-

sponsible person in a structured, common and 

machine-readable format. You also have the 

right to transfer this information to another per-

son without any hindrance by the person re-

sponsible for providing the personal data, pro-

vided that 

(1) the processing is based on a consent 

accordingly to art. 6 para. 1 lit. a) GDPR 

or art. 9 para. 2 lit. a) GDPR or on a 

contract accordingly to art. 6 para. 1 lit. 

b) GDPR and 

(2) the processing is done by automated 

means. 

In exercising this right, you also have the right 

to obtain that the personal data relating to you 

are transmitted directly from one person re-

sponsible to another, insofar as this is techni-

cally feasible. Freedoms and rights of other per-

sons may not be affected by this. 

The right to data portability does not apply to the 

processing of personal data necessary for the 

performance of a task in the public interest or in 

the exercise of official authority delegated to the 

person responsible. 

7. Contradictory legal 

You have the right at any time, for reasons aris-

ing from your particular situation, to take an ob-

jection to the processing of the personal data 

relating to you which is processed on the basis 

of art. 6 para. 1 lit. e) or f) GDPR; this also ap-

plies to profiling based on these provisions. 

The person responsible will no longer process 

your personal information about you unless it 

can demonstrate compelling legitimate reasons 

for processing that outweigh your interests, 

rights and freedoms, or the processing is for as-

sertion, exercise or defense of legal claims. 

If the personal data relating to you are pro-

cessed for direct marketing, you have the right 

to lodge a claim at any time against the pro-

cessing of your personal data for the purposes 
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of such advertising; this also applies to profiling 

insofar as it is connected with such direct adver-

tising. 

If you object to the processing for purposes of 

direct advertising, your personal data will no 

longer be processed for these purposes. 

You have the option of exercising your right of 

opt-out through automated procedures in con-

nection with the use of information society ser-

vices, regardless of directive 2002/58/EC, using 

technical specifications. 

8. Right to revoke data protection consent 

You have the right to withdraw your data protec-

tion consent at any time. The revocation of the 

consent shall not affect the lawfulness of the 

processing effected on the basis of the consent 

until the revocation. 

9. Automated decision on an individual 

basis including profiling 

You have the right not to be subject to any de-

cision based solely on automated processing, 

including profiling, which will have a legal effect 

on you or similarly affect you in a similar man-

ner. This does not apply if the decision 

(1) is required for the conclusion or perfor-

mance of a contract between you and 

the person responsible, 

(2) is permitted by Union or Member State 

legislation to which the responsible or-

ganization is subject, and where such 

legislation contains appropriate 

measures to safeguard your rights and 

freedoms and your legitimate interests, 

or 

(3) with your express consent. 

However, these decisions must not be based on 

special categories of personal data pursuant to 

art. 9 para. 1 GDPR unless art. 9 para. 2 lit. a) 

or g) GDPR apply and appropriate measures 

have been taken to protect the rights and free-

doms and the legitimate interests. 

With regard to the cases referred to in (1) and 

(3), the person responsible takes appropriate 

measures to uphold the rights and freedoms as 

well as your legitimate interests, including at 

least the right to obtain the intervention of an-

other person selected by the person responsi-

ble, listening to its own position and contesting 

the decision. 

10. Right to complain to a regulatory au-

thority 

Without prejudice to any other administrative or 

judicial remedy, you shall have the right to com-

plain to a supervisor, in particular in the Member 

State where you reside, at the place of work or 

the place of alleged infringement, if you believe 

that the processing of your personal data is in 

violation of the GDPR. 

The supervisory authority to which the com-

plaint has been submitted shall inform the ap-

pellant of the status and results of the appeal, 

including the possibility of a judicial remedy pur-

suant to art. 78 GDPR. 


